
Acronyms: 

2. IS - Information system
3. IT - Information technology
4. TCWG - Those charged with governance
5. IC - Internal control
6. FR - Financial reporting 
7. D&I: Evaluate the design of controls and determine 
whether they have been implemented 

Obtaining an Understanding of the Entity's System of Internal Control ‒ ISA 315 (Revised) Para's 25–44

1. COTABD - Classes of transactions, account balances or 
disclosures

Control enviroment Entity's risk assessment 
process

Entity's process to monitor 
the system of internal control

Control activitiesInformation system        
and communication

Para. 38Para's 35–37

D&I - IS controls relevant to FR:

Evaluation of control environment, 
including whether it provides an 
appropriate foundation for the other 
components of the system of IC:  

The 5 components 
of the system of   
internal control

Obtain an 
understanding, 
including the 

entity's use of IT

Understanding of the control 
environment relevant to FR as per:

Understanding of the entity's risk 
assessment process, including the 
extent to which it is formalized, as 
per: 

Understanding of the entity's 
process to monitor the system of 
internal control, including the 
extent to which it is formalized, as 
per:

Understanding of the IS relevant to 
FR, including the related business 
processes, the IT environment, and 
how the entity communicates FR 
roles

Identify controls relevant to the 
audit as listed in para. 39

Para's 35 and 37 Para. 39

Evaluate the appropriateness of 
entity's risk assessment process: 

Para. 28 Para. 31 

Para. 36 

D&I - Controls relevant to the audit:

Para. 42 

Based on understanding of 5 components, determine whether 
control deficiencies have been identified and consider the 

implications for the audit, including the requirement to 
communicate deficiencies in internal control to TCWG in 

accordance with ISA 265 (Revised)

Para's 43‒44 

Para. 27 Para.'s 29‒30 Para.'s 32–34

Identify:
For IT applications and other aspects of the IT environment 
relevant to the audit: 
(a) Risks arising from IT
(b) General IT controls

Identify IT applications relevant to the audit: Para. 40

Para. 41

Para's 27‒28 Para's 29‒31 Para's 32–34

Possible identification of risks of material misstatement 
at the financial statement level 

The output contributes to identification and assessment of 
ROMMs at assertion level and the auditor's design of further 
audit procedures. The auditor may plan to test the operating 
effectiveness of controls, which affects the auditor's control 

risk assessment

Evaluate 
through 

D&I

Evaluate

ISA 330Para. 45

What to do with 
the 'outputs' of 

the auditor's 
understanding of 
the system of IC

Indirect controls ........................................................................................................................................................................... Direct controls


